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It’s All About Risk

How can I manage my risk when users are authenticated by another organization?
National Student Clearinghouse/Meteor

- Aggregated Financial Aid Views for financial aid professionals and students
- Contractual Requirements
Requirements

- What items of documentation are collected from a new user prior to granting access?
- How is the identity of the new user verified (e.g., independent validation of data supplied, personal knowledge, etc.)?
- If passwords are used in your authentication procedures, describe how they are selected, assigned and delivered to new users.
- What information do returning users enter to gain access?
NSC: Silver Service Provider
What's Next?
Program Basics: Stakeholders

- Service Provider
- Identity Provider Operator
  - Organizational Auditor
- InCommon Federation
- User
Program Basics: Documents

• Identity Assurance Assessment Framework
• Identity Assurance Profiles
  • Bronze (NIST Level 1)
  • Silver (NIST Level 2)
US Government Engagement

Federal Identity, Credential, and Access Management Program

- Provisionally Approved as Trust Framework Provider
- Negotiating inclusion of their Privacy Recommendations
What Will be Available to Help?

- Community Resources
- Webinars
- Cohort Calls
- Identity Provider Operator and Auditor Toolkits
- Service Provider Toolkit

- Mandates??
Service Providers Requiring Profiles

Early List for 2012

• NIH Electronic Research Administration
• National Student Clearinghouse/Meteor
• CILogon (Open Science Grid)
• Selected LIGO Services
Rollout Timeline

- Nov/Dec 2011 Testing
- Dec 2011 Education Programs Begin
- Jan 2012 Open for Certification/First Silver Service
Get Involved

• Perform Gap Analysis
• Participate on assurance@incommon.org
• Join Active Directory and Silver Calls
• Watch a webinar; learn from your colleagues
• Visit incommon.org/assurance
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